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Importance of Sandboxes for Malware Analysis   
   
Malware analysts rely on sophisticated tools to detect, examine, and share   
information about new malware variants. One such noteworthy tool is the   
utilisation of a sandbox. A sandbox is a virtual environment employed to observe   
and control malicious applications in a safe ecosystem. The malware is then   
allowed to play out its malicious behaviours to its fullest potential while the   
sandbox entraps it in this virtual framework. This, therefore, protects the host   
system, and the malware sample can be studied and documented without any   
threat to other endpoint systems (Khalimov et al., 2019).   
   
How Sandbox Works   
   
A sandbox works by separating the actual bare metal machine from a VM   
(Virtualised Machine). It further creates a separate or predominantly isolated   
network structure in contrast to the native network and processing environment.   
It does this for a variety of reasons, including first analysing the malware to   
protect the hosting system from the adverse effects of the malware. Secondly, it   
makes it easier to study and examine the running process of the malicious   
activities by letting malware run unimpeded in the fake environment (Jamalpur,   
Navya, Raja, Tagore, & Rao, 2018).   
   
Sandbox unique functionalities, strengths, and weaknesses   
   
Sandboxes have unique features that set them apart from other malware tools and   
make them highly desirable for analysts. Because malware runs entirely in a   
sandbox, its malicious characteristics can easily be identified by monitoring clever   
obfuscation tactics, network connection requests to IP’s or domains, file   
downloads or uploads, any restricted user information requests, and other   
behaviour deemed hostile to the operating system (Liu & Wang, 2019). Sandboxes   
can further be optimised by custom modules such as, e.g., the implementation of   
Yara rules which can scan the malware for trigger code snippets.   
   
Strengths   
- Sandboxes can be run in VMs or containerised environments and quickly   
spun up, restored, or destroy.   
Weaknesses

- Sandboxes do not consistently deliver the necessary covert characteristics   
resembling a bare-metal machine, therefore failing to deceive the malware.   
Evaluation of sandboxes - Cuckoo, Any.run and VirusTotal   
   
For consistency, all three sandboxes have been tested with a sample (CISA, 2021).   
Further comparisons are listed in Table 1.   
   
Cuckoo is an advanced, extremely modular, and 100% open-source malware   
analysis system. It flagged the hash as very suspicious, with a score of 10 out of   
10 using only static analysis. Assumptions may be made that the malware   
recognised the sandbox environment and terminated any dynamic analysis.   
Cuckoo lists sections .data and .ndata with high entropy, close to 8, indicating   
obfuscation utilising compression or encryption, and identified   
DisableThreadLibraryCalls as the main ingress library (Morgenstern, 2016).   
Additionally, it lists the MISP (Malware Information Sharing Platform) level as one,   
with a description related to the Colonial Pipeline attack. Conclusively, it also   
groups 55 antivirus applications with positive signatures for this hash (Sethi,   
Chaudhary, Tripathy, & Bera, 2018).   
   
Any.run conversely, produced a highly detailed static and dynamic analysis up to   
and including a screenshot of the ransomware note. Similar to Cuckoo, it identified   
file type as PE32. The behaviour activities are divided into Malicious, Suspicious   
and Info, and lists all .exe files, their PID codes, processes, and registry changes.   
A unique feature of Any.run is the Mitre ATT&CK mapping, which gives a detailed   
and categorised breakdown of adversaries' active defence techniques (Any.run,   
2021).   
   
VirusTotal had 58 out of their 69 security vendors flagged this hash as malicious.   
Noteworthy findings compared to other sandboxes include Network   
Communication info such as Crowdsourced IDS Rules listings and Dataset Actions.   
The latter identified system property lookups related to Windows ShadowCopy   
functionality. The unique features of VirusTotal include browser plugins available   
for most browsers and the highest utilisation, 71, of other antivirus vendors   
(VirusTotal, 2021).

Table 1. – Sandbox comparison
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